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1. What does the tool do?

HTTPSTAT is based on the httptrace GO package to provide information on HTTP events made by HTTP
clients.

It measures HTTP request latency (DNSLookup, TCP Connection, TLS handshake tine, Server
Processing, Content Transfer and so on).

2. What are the tool’s features?

e IPv4 and IPv6 are supported

e HTTP and HTTPS are supported, for self-signed certificates use -k.

o Skip timing the body of a response with -I.

o Follow 30x redirects with -L.

e Change HTTP method with -X METHOD.

e Provide a PUT or POST request body with -d string. To supply
the PUT or POST body as a file, use -d @filename.

e Add extra request headers with -H 'Name: value'.

e The response body is usually discarded, you can use -o filename to save it to a
file, or -O to save it to the file name suggested by the server.

e HTTP/HTTPS proxies supported via the usual HTTP_PROXY/HTTPS_PROXY env
vars (as well as lower case variants).

o Supply your own client-side certificate with -E cert.pem.
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https://pkg.go.dev/net/http/httptrace

3. How to use the tool?

You just run HTTPSTAT followed by the URL of the site you want to test. E.g: HTTPSTAT.EXE
https://www.pbnet.ro

You can also use the following switches:

-4  resolve IPv4 addresses only
-6 resolve IPv6 addresses only
-E string
client cert file for tls config
-H value
set HTTP header; repeatable: -H 'Accept: ...' -H 'Range: ...'
-l don't read body of request
-L follow 30x redirects
-O save body as remote filename
-X string
HTTP method to use (default "GET")
-d string
the body of a POST or PUT request; from file use @filename
-k allow insecure SSL connections
-0 string
output file for body
-v  print version number

ENVIRONMENT:
HTTP_PROXY proxy for HTTP requests; complete URL or HOST[:PORT]
used for HTTPS requests if HTTPS_PROXY undefined
HTTPS_PROXY proxy for HTTPS requests; complete URL or HOST[:PORT]
NO_PROXY comma-separated list of hosts to exclude from proxy
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https://www.pbnet.ro/

Example:

ww . pbnet.ro

DNS Lookup  TCP Conn i TLS Handshake

[

namelookup:

HTTPSTAT to find out your website’s performance



